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AMT 8000
Central de alarma
Felicidades, usted acaba de adquirir un producto con la calidad y seguridad Intelbras.

El panel de alarma inalambrico AMT 8000 tiene tecnologia avanzada y es facil de programar. Debido a su tecnologia
diferenciada, se pueden conectar los siguientes dispositivos inalambricos exclusivos a este panel de control: control remoto
XAC 8000, sensor magnético inalambrico XAS 8000, sensor pasivo inaldmbrico IVP 8000 Pet, sensor pasivo inalambrico
IVP 8000 Pet Cam, sirena sin Cable XSS 8000, teclado inaldmbrico para paneles de alarma XAT 8000, amplificador de
rango RF REP 8000, actuador inaldmbrico PGM 8000 y también el transmisor universal TX 8000 con todos los dispositivos
intercambiando informacion con cifrado para mayor sequridad del sistema. Ademas de varios dispositivos de seguridad
como la manipulacion contra la extraccion de la superficie de instalacion y la manipulacion de dispositivos y con baterias
de larga duracién. Este panel tiene 16 particiones, 8 memorias para nimeros de teléfono, funcién de panico, funcion
de emergencia, cargador de bateria inteligente con proteccion contra cortocircuito o inversion de polaridad, funcion de
temporizacion y prueba de sensor. El sistema cuenta con diferenciales como comunicacion de dispositivos inalambricos
de alto rendimiento (bidireccionales) con un alcance de hasta 1000 metros con vista de campo abierto, conexiones tipo
GPRS, linea telefonica, conexidn Ethernet y Wi-Fi para brindar mayor facilidad para supervision y verificacion del sistema.
Reporta eventos a 2 destinos IP (empresas de monitoreo) con opcidn de configuracion remota via TCP / IP y también por
linea telefénica. Ademas de estos accesos, la verificacion / acceso a través de Intelbras Cloud no restringe el uso de los 2
destinos de informes de IP. El conmutador ya estd dirigido a Intelbras Cloud inicialmente utilizando la contrasefia de acceso
remoto aleatorio indicada en conjunto en la etiqueta del Cédigo QR que también contiene el MAC.

La central AMT 8000 cuenta con actualizacién automatica de software, y en el caso de disponibilidad de nuevas versiones
no es necesario utilizar grabadoras o conexion a computadoras para actualizarse, descargando la nueva versién a través
de conexiones Ethernet o Wi-Fi.

eléctricas.

ATENCION: este producto viene con una contrasefia predeterminada de fabrica. Por su seguridad, es
fundamental que la cambie nada més instalar el producto y pregunte a su técnico sobre las contrasefias

Este equipo debe ser conectado a una toma eléctrica con conexion a tierra (tres clavijas), de acuerdo con la
norma de instalacion eléctrica ABNT NBR 5410, para garantizar la sequridad del usuario contra descargas
A configuradas, qué usuarios tienen acceso y los métodos de recuperacion.



Cuidados y seguridad

Seguir todas las instrucciones del manual/guia para la instalacion y manipulacién del producto.
Realice la instalacion en ambientes no susceptibles a factores tales como lluvia, niebla y salpicaduras de agua.

La tecnologia de comunicacién inaldmbrica, cuando es expuesta a ambientes con radiacion de potencia elevada, puede
sufrir interferencias y tener su desempefio perjudicado. Ejemplo: lugares cercanos a torres de TV, estaciones de radio AM/
FM, estaciones de radios de principiantes, etc.

No instale la sirena central frente a aires acondicionados o calentadores.

No exponer directamente a la luz solar.

Limpie s6lo el exterior del dispositivo con un pafio himedo (no utilice disolventes quimicos).

No someter el dispositivo a presiones excesivas o golpes/caidas.

No cubrir el dispositivo con adhesivos, papeles o pinturas.

Confirmar si el lugar de instalacion es estable y apropiado.

Sélo realizar configuraciones e instalaciones por profesional cualificado.

Realizar pruebas periodicas en el sistema para validar las condiciones meteoroldgicas, el nivel de bateria y otros factores,
de forma que la ubicacion supervisada por el sistema pueda funcionar siempre correctamente.

LGPD - Ley General de Proteccion de Datos Personales: Intelbras no accede, transfiere, captura ni realiza ningtn otro tipo
de tratamiento de los datos personales de este producto.
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1.Instalacion
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. Conector de cable de red (Ethernet).
. Conector tipo mini-USB para la actualizacion del firmware de la central de alarma
. Entrada para cable flat de la fuente de alimentacion.
. Conector de entrada para linea telefénica
. Conector de salida para teléfonos.
. Conector para conectar a tierra la fuente de alimentacion (tierra).
. Entrada de AC desde la fuente de alimentacion (conmutacion full range —90 a 265 Vca).
. Fusibles de proteccion (2 fusibles de 250 Vac/400 mA).
. Conector de cable flat para salida DC desde la fuente de alimentacion.
. Conector de entrada para cable de dos vias del bateria.
. Antena GSM externa (incluido con el modulo).
. Conector para antena externa médulo GPRS.
. Conector para tarjeta SIM 1Yy tarjeta SIM 2.
. Conector de la placa de la central de alarma para conectar el modulo GPRS.
. Conector de la placa de la central de alarma para conectar el mddulo de linea telefonica FXO 8000.
. Tecla para registro de dispositivos inaldmbricos
. LED indicador de la placa CPU de la central de alarma.
. Baterfa de 3.7V
. Conector de cable flat para salida de sefial de linea telefonica a la placa de la central de alarma
. Conector del tipo pins (2 x 5 vias) para la actualizacion del firmware de la central de alarma.
. Placa CPU de la central de alarma AMT 8000.
. Placa CPU del modulo de linea telefénica FXO 8000.
. Placa CPU del modulo GPRS (XAG 8000 / XAG 8000 3G / XG 4G?).
24. Placa de fuente de alimentacion XFT 8000.
Obs.: los médulos XAG 8000, XAG 8000 3G y XG 4G’ son compatibles con la mayoria de operadores GSM nacionales con
tecnologia 2G, 3G y 4G.

' El modulo XG 4G es compatible con la central de alarma a partir de la version 2.3.7.
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Atencion: la central de alarma AMT 8000 no tiene salida auxiliar para alimentar otros dispositivos y no debe usarse
ningin punto de conexion en las placas de la central (central, tarjeta GPRS, tarjeta de linea telefdnica o fuente) para esta
funcionalidad, ya que dafiara la central de alarma AMT 8000 y sus accesorios pueden dafiar los dispositivos conectados
debido a que la central de alarma funciona a diferentes voltajes.

2.Operacion

2.1. Pantalla LCD XAT 8000
En la parte superior de la pantalla LCD del XAT 8000 se encuentran los siguientes iconos de indicacién:
» A\ si este icono parpadea, indica que se ha detectado un problema.

» <|: se encenderd cada vez que suene la sirena.
» P: con el icono encendido, la central de alarma esta en modo de programacion.
» Bateria: indica el estado de la bateria de la central de alarma.

2.2. Exhibicion de problemas

Si hay un problema en la central, el icono A\ Problema del teclado LCD XAT 8000 parpadeara. i se detecta un problema,
presione las teclas direccionales hacia arriba o hacia abajo en el teclado XAT 8000 para verlos. Para encerrar la exhibicion,
presione la tecla Salir.

2.3. Activacion/desactivacion de la central de alarma

La central de alarma se puede activar y/o desactivar de diferentes maneras segun su configuracion. Para cualquiera de las
formas de activar el sistema, excepto el control remoto con un tiempo de salida distinto de cero después de ingresar la
contrasefia, el teclado emitird un pitido a intervalos de 1 segundo. Dentro de los Ultimos cinco segundos del temporizador,
estos pitidos seran mas rapidos para indicar que el tiempo de salida esta finalizando. Una vez transcurrido el tiempo de
salida, sonard la sirena (si esta programada) indicando que la central de alarma esté activado.

Atencion:

» Para algunos ajustes de la central de alarma y también para activarlo, se requiere la contrasefia master de 4 digitos
indicada en la etiqueta del Codigo QR en la parte interna de la central. Esta contrasefia se puede cambiar segun los
campos a continuacion.

» Si se reinicia el sistema dela central, ya no usara las contrasefias aleatorias que estan vinculadas con la etiqueta del
Codigo QR adherida al interior de la central y usara la contrasefia 1234 como contrasefia master y la contrasefia 878787
como acceso remoto hasta que se cambien nuevamente.

Activacion/desactivacion en sistemas no particionados

» Activacion de modo completo: para activar completamente el sistema, ingrese una contrasefia valida en el teclado
XAT 8000, por ejemplo, la contrasefia master. Para saber si el control esta activado, simplemente deslice la cubierta del
teclado y vea el mensaje; si el control esté activado, se mostrara el mensaje: Alarma activada, de lo contrario se mostrara
la alarma desactivada.
Activacion por una tecla: si la funcién Activacion por una tecla est4 habilitada, mantenga presionada la tecla Activa
hasta que el teclado emita un pitido (+/- 3 sequndos) para activar el sistema en modo Completo. La temporizacion de
salida serd iniciada para salir del &rea protegida. Todas las particiones se activaran en caso de una central particionada,
si se usa un teclado comun, y en el caso de un teclado con permisos de particion, solo se activaran estas particiones. Este
procedimiento no permite desactivar el sistema.
Desactivacion del sistema: Para desactivar el sistema, ingrese una contrasefia valida, por ejemplo, la contrasefia
master. Después de ingresar la contrasefia, el interruptor se desactivara por completo y se mostrard la informacion de la
alarma desactivada.
Las zonas que se deben pasar hasta que se alcanza el teclado deben programarse como temporizada para entrada o
como seguidores para que la alarma no se dispare inmediatamente cuando se viola/accede a la ruta de acceso del teclado.
Después de ingresar al area protegida por una zona temporizada para la entrada, se iniciara la temporizacion de entrada
y el usuario debe ingresar una contrasefia valida en el teclado antes de que finalice la temporizacién para evitar activar la
alarma e informar los eventos correspondientes.



Activacion/desactivacion en sistemas particionados
» Activacion por contraseia master o contrasefa total

» Todas las particiones: ingrese la contrasefia, se iniciard la temporizacion de salida y al final se habilitaran todas las
particiones.

» Solo la particion deseada: presione la tecla Activa + (01 a 16 - Particién) + Contrasefia. Se la temporizacion de
salida y al final, se activara la particion elegida en el alcance de (01 a 16).

Activacion del modo nocturno (Stay): Para habilitar el modo nocturno, escriba Parcial + Contrasefia. Se iniciara la

temporizacion de salida y el teclado emitird un pitido a intervalos de 1 segundo.

Obs.: solo la contrasefia master y las contrasefias habilitadas para habilitar el modo Nocturno (Stay) pueden habilitar

el sistema en modo Nocturno.

Desactivacion por contraseiia master o contraseia total

» Todas las particiones: ingrese la contrasefia y todas las particiones seran desactivadas.

» Sélo la particion deseada: presione la tecla Desactiva + (01 a 16 - Particion) + Contrasefia y la particion elegida en el
alcance de (01 a 16) se desactivara.

Activacion/desactivacion de contraseiia especifica del usuario: se pueden programar contrasefias especificas para

activar/desactivar una particion (entre 01 a 16). En este caso, simplemente ingrese la contrasefia para activar/desactivar la

particion correspondiente. Tras la activacion, se iniciara la temporizacion de salida y la particion estara activa al final del

tiempo programado. Una vez desactivada, se debe acceder al teclado por una zona temporizada, si es necesario e ingresar

la contrasefia antes del final del tiempo programado para que no haya eventos de activacion e informe.

Activacidn/desactivacion por control remoto: el control se envia configurado de fabrica para que el boton 1 solo

desactive la central, el botdn 2 solo se active y el botdn 3 esté desactivado. El control remoto tendrd los mismos permisos

que la contrasefia del usuario con el que esta asociado (usuario 00 a 97).

2.4. Ment
La central de alarma tiene la funcion MenU para que sea mas facil ver el estado y ejecutar algunos comandos. Al acceder
a una de las opciones si desea volver al Mend principal, presione la tecla Atras o Salir para ir a la pantalla de inicio.

» Bypass: esta funcion le permite omitir temporalmente una o mas zonas. Con esta funcion, las zonas activadas que se
anulen durante la préxima activacion no generaran disparos del sistema si se violan. Después de que el sistema se apaga,
las zonas que fueron anuladas volveran a la configuracion normal. Solo el usuario de contrasefia master y los usuarios
habilitados para anular pueden anular temporalmente una zona. Esta funcién debe programarse no mas de 30 segundos
antes de que se active el sistema; de lo contrario, la operacion se cancelara.

El procedimiento para anular temporalmente una zona es el siguiente:

P

Con el sistema apagado y fuera del modo de programacion, presione la tecla Mend.

Con el marcador en la posicion bypass, presione la tecla Enter.

Use las teclas numéricas y direccionales en el teclado para seleccionar qué zonas tendran una anulacion (bypass)
activa (01 a 64).

Presione la tecla Enter para confirmar la anulacion de las zonas seleccionadas.

Ingrese la contrasefia master o una contrasefia con permiso para anular zonas.

Si se ingresa una contrasefia no valida, se mostrara el mensaje Error contrasefia incorrecta y el teclado continuara
mostrando las zonas que se anularan hasta que se ingrese una contrasefia valida o el tiempo exceda los 30 segundos.
Si se ingresa una contrasefia sin permiso para anular, se mostrara el mensaje sin permiso anular sensor y la operacion
se cancelara de inmediato.

Para cancelar la operacion, presione la tecla Salir antes de ingresar la contrasefia.

Para anular una zona més de 30 segundos antes de la activacion, ingrese al modo de programacion (Enter+Con-
trasefia) usando una contrasefia con permiso de anulacion y realice los primeros 4 pasos descritos anteriormente.
La proxima vez que se active el sistema, el bypass se realizara incluso si el usuario que realizé la activacion no tiene
permiso para baypass.



» Sensores abiertos: en modo de funcionamiento normal o si hay zonas abiertas, el teclado XAT 800 mostrara el estado
de la central. Para ver las zonas actualmente abiertas, presione la tecla Mend y luego vaya a Sens. Abiertos y presionar la
tecla Enter. Fuera del modo de programacion, al presionar la tecla 1 + Enter se mostraran las zonas 1 a 10, la tecla 2 a las
zonas 11 a 20 a través de la tecla 7, que muestra las zonas 61 a 64. Se mostrara el estado de los sensores en sus respectivas
zonas, distribuidas en 10 divisiones de zona. Para cambiar el grupo de zonas, presione las teclas direccionales hacia arriba
0 hacia abajo, por ejemplo, para acceder a las zonas 41 a 50, presione la tecla hacia abajo del teclado hasta que aparezca
el nimero delante del primer cuadrado, haciendo que el nimero 4 haga referencia a zona 41y asf sucesivamente, haciendo
que el nimero 5 se refiera a la zona 50. El grupo 1 representard las zonas 1 a 10, el grupo 2 las zonas de 11 a 20, y asi
sucesivamente a las zonas del grupo 6, demostrando asi el estado de las zonas 1 a 64. Para facilitar la interpretacion de esta
forma de identificar el estado de las zonas (abiertas o cerradas), debajo del sensor que numera se mostrara un marcador que
cuando esta vacio ((]) la zona esta cerrada/no violada y cuando se llena () la zona esta abierta/violada.

Sensores de disparo: Cuando el panel esta activo, los sensores que se violan (desconsiderando los sensores anulados
- bypass) generaran disparadores al informar eventos, y la pantalla mostrara informacion con el estado del interruptor
(Alarma activada o Alarma desactivada). Presione Mend, con las teclas direccionales deje el marcador en Sens. Disparo y
presione Enter. Use las teclas direccionales para navegar entre los sensores/zonas de la central de alarma para verificar
qué sensores generaron la activacion.

» Cuadrado vacio ([(]) zona cerrada/no violada.

» Cuadrado lleno () zona abierta/violada.

Particiones: se mostraran las particiones habilitadas en la central y su estado respectivo. Presione Menu con las teclas
direccionales, deje el marcador en Particiones y presione Enter. Use las teclas direccionales para navegar entre las
particiones de la central de alarma para verificar su estado, mostrando Activado: la particion esta habilitada y cuando
Desactivada: la particion esta desactivada.

Conexiones: se mostrara el estado de las conexiones para la notificacion de eventos IP a los servicios de monitoreo.
Presione Mend, con las teclas direccionales deje el marcador en Conexiones y presione Enter.

» Eth: cuadrado vacio ((]): no conectado al destino/cuadrado llenado (I): conectado al destino.

» GPRS: cuadrado vacio ((_J): no conectado al destino/cuadrado llenado (I): conectado al destino.

Cloud: mostrara si la central est4 conectado a Cloud Intelbras para acceso remoto y configuraciones a través de
nuestras aplicaciones y qué tipo de acceso se esta utilizando, y en caso de usar una red Ethernt o Wi-Fi, el marcador
Eth. permanecerd marcado Si se utiliza la conexion GPRS, se marcara el marcador.

» Eth: cuadrado vacio ((]): no conectado a Cloud Intelbras/cuadrado llenado (I): conectado a Cloud Intelbras.
GPRS: cuadrado vacio ((]): ndo conectado a Cloud Intelbras/quadrado preenchido ([): conectado a Cloud Intelbras.
Sinal GPRS: mostrara el nivel de sefial de la operadora en porcentaje, donde el cuadrado 1 representa un nivel menor
o igual al 10% y el cuadrado O representa el 100%. La marca llenada corresponde al sefial activo y marca vacia a la sin
sefial referente al nivel en 10 divisiones.

Presione Mend con las teclas direccionales, deje el marcador en Sefial GPRS y presione Entrer

» Cuando la funcion GPRS esta desactivada, ignore esta funcion.

Sefial inalambrica: mostrard el nivel de sefial del operador como un porcentaje de dispositivos inalambricos registrados
en la central. Presione Menu con las teclas direccionales, deje el marcador en Sefial inaldmbrica y presione Entrar. La
sefial inaldmbrica se puede mostrar desde los siguientes dispositivos.

Sensores: dispositivos registrado a la central en las direcciones 01 a 64. Para ver la sefial del sensor con el marcador,
presione Enter y luego con las teclas direccionales cambie entre sensores.

Teclados: dispositivos registrado a la central en las direcciones 01 a 16. Para ver la sefial del teclado con el marcador
en él, presione Entery luego con las teclas direccionales cambiar entre teclados.

Sirenas: dispositivos registrado a la central en las direcciones 01 a 16. Para mostrar la sefial de la sirena con el
marcador, presione Enter y luego con las teclas direccionales alternar entre las sirenas.

Actuadores: dispositivos registrados en el panel de control en las direcciones 01 a 16. Para ver la sefial de los
actuadores PGM 8000 con el marcador, presione Enter y luego, con las teclas direccionales, cambie entre los
actuadores.

Repetidores: dispositivos registrados en la central en las direcciones 01 a 04. Para ver la sefial de los repetidores con
el marcador, presione Enter y luego, con las teclas de direccion, cambie entre los repetidores.

El nivel de sefial se mostrara en porcentaje, donde el nimero 1 representa un nivel menor o igual al 10% y el
cuadrado O representa el 100%. La marca llenada corresponde al sefial activo y marca vacia a la sin sefial referente

R



al nivel en 10 divisiones.
» End. MAC: mostrara la direccion MAC de la central de alarma. La direccion MAC se mostrara con 12 digitos entre
nimeros y letras. A través de esta direccion, la central se conectara a los servidores en linea.
» Ver. central: mostrard la version de la central de alarma.
» Ver. teclado: mostrara la version del teclado utilizada.
Modo de prueba: realizaré la prueba de sefial inaldmbrica del teclado utilizado con la central registrada. Presione
Men con las teclas direccionales, deje el marcador en modo Pruebay presione Enter.
La prueba comenzara, mostrando la informacién de la prueba de sefial y al final el resultado puede ser Excelente,
Bueno o Débil.

» Tens. bateria: mostrara el nivel de voltaje de la bateria del teclado.

2.5. Actualizacion automatica

La central AMT 8000 tiene actualizacion automética de software, y si hay nuevas versiones de software disponibles, no es
necesario usar grabadoras o computadoras para actualizar, descargando la nueva version a través de conexiones Ethernet
o0 Wi-Fi. Cuando actualice, no perderé el registro de su dispositivo inaldmbrico o la configuracion guardada.

Atencion: la actualizacion de la version de software del panel esta programada y se recomienda que sea realizada por un
profesional calificado con acceso al modo de programacion de la central de alarma AMT 8000 (los comandos requeridos
contenidos en la programacion).

3.Entrar en modo de programacion

Obs.: para la modificacion de los pardmetros técnicos de su central de alarma, se recomienda contactar a un técnico
calificado.

3.1. Entrar al modo de programacién
Para cambiar cualquier pardmetro operativo de la central de alarma, siempre es necesario ingresar al modo de
programacion. Para hacer esto, escriba la siguiente secuencia:
Enter + Contrasefia
» Presione la tecla Enter, el mensaje Contrasefia Prog. se mostrara indicando que la central de alarma esta esperando que
ingrese la contrasefia master o la contrasefia del instalador.
» Digite la contrasefia master.
» Después de ingresar la contrasefia, el icono P en la pantalla se iluminard para indicar que la central de alarma esta en
modo de programacion.
Obs.: para editar un pardmetro en el teclado XAT 8000, coloque el cursor en la posicién deseada e ingrese el valor
deseado. Si la memoria esta vacia, la segunda linea se borrara. Para borrar un digito presione la tecla Volver. Para cancelar
la operacion, pulse la tecla Salir. Si el teclado no recibe ninguna secuencia de programacion durante tres minutos, la
central de alarma volvera a sumodo de Suspension. Si se acepta un comando de programacién, se emitiran dos pitidos de
confirmacin; de lo contrario, se emitiré un pitido de error largo.

3.2. Salga del modo de programacion
Para salir del modo de programacion, ingrese la contrasefia master o la contrasefia del instalador (la misma contrasefia
utilizada para acceder al modo de programacion).

4.Referencia rapida de programacion

Esta referencia rapida supone que la central de alarma esta en modo de programacion y supone leer el manual completo
y conocer el resultado de cada funcion.

Manual disponible en el sitio web www.intelbras.com.br.

Al acceder al modo de programacion, editar o ver cualquier programacion a través del teclado, si se acepta la secuencia o
la contrasefia, se emitiran 2 pitidos de confirmacion; de lo contrario, se ingresara un pitido de error largo, en cuyo caso se
debe iniciar la entrada del teclado. contrasefia o comando nuevamente.


http://www.intelbras.com.br

4.1.

Dispositivos inalambricos

Atencion!
Si durante el proceso de registro del dispositivo inalambrico el LED del dispositivo parpadea en rojo, presione el botén de sincronizacion del
dispositivo durante 15 segundos (para el XAC 8000, mantenga presionados los 2 botones superiores) y reinicie el proceso de registro.

Registro por clave de sincronizacion

Presione y suelte la tecla de sincronizacién de la central de alarma y espere a que el LED 3 ubicado junto a esta tecla se
ilumine continuamente, lo que indica que la central de alarma esté listo para registrar dispositivos inaldmbricos. Cuando haya
completado el registro de todos los dispositivos, presione de nuevo la tecla de sincronizacién de la central de alarma y verifique
que el LED 3 haya regresado al modo Pulsado (parpadea para indicar el funcionamiento normal), lo que indica que la central
de alarma ha salido del modo de registro del dispositivo inalémbrico.

Teclados inalambricos (direcciones 01 a 16): con la funcion activa en la central de alarma, presione la tecla
de sincronizacién en el teclado ubicado en la parte posterior de la central de alarma (retire el soporte de montaje en
superficie). El direccionamiento del teclado se dara segln la secuencia realizada, respetando el limite méaximo de 16
dispositivos de este tipo. Para borrar un teclado registrado en una central de alarma, mantenga pulsada la tecla de
sincronizacion del dispositivo durante 20 segundos hasta que aparezca la informacion de Teclado no registrado en la
pantalla.

Controles remotos (direcciones 00 a 97): el registro de controles sigue el principio similar a los teclados, pero
cualquiera de las teclas de control se puede utilizar para realizar el registro. Cada control registrado se asociaré con el
usuario de acuerdo con la secuencia de registro. Para borrar un control registrado en un panel de control, mantenga
presionadas las teclas en las posiciones 1y 2 (siguiendo la orientacion vertical) del dispositivo durante 10 segundos
hasta que el LED parpadee en rojo dos veces.

Sensores inalambricos (direcciones 01 a 64): Sigue el mismo principio que otros dispositivos, pero cada sensor
estard asociado con una zona de panel de acuerdo con la secuencia de registro, comenzando con el sensor 01
(corresponde a la zona 01) al sensor 64 (corresponde a la zona 64). Con la funcién activa en la central, presione la tecla
de sincronizacion en cada sensor que desee sincronizar de acuerdo con sus modelos. Para eliminar un sensor registrado
en un panel de control, mantenga presionada la tecla de sincronizacién del dispositivo durante 20 segundos hasta que
el LED parpadee en rojo dos veces.

Sirenas inalambricas (direcciones 01 a 16): sigue el mismo principio que otros dispositivos, con la funcién de
sincronizacion activa en la central de alarma, presione la tecla de sincronizacion en la parte posterior de la sirena (retire
la base para el montaje en superficies) y verifique si el LED parpadeard en verde indicando un registro exitoso. Si el
LED parpadea en rojo, ha habido una falla y el proceso debe repetirse. El direccionamiento de la sirena se realizara de
acuerdo con la secuencia realizada, respetando el limite méximo de 16 dispositivos de este tipo. Para eliminar una sirena
registrada en un panel de control, mantenga presionada la tecla de sincronizacion del dispositivo durante 20 segundos
hasta que el LED parpadee en rojo dos veces.

>> Amplificador de alcance RF (Repetidor REP 8000 direcciones 01 a 04): sigue el mismo principio de los otros
dispositivos, con la funcién de sincronizacion activa en el panel de control, presione la tecla de sincronizacion en la parte
posterior del repetidor (retire la base para fijar en superficies y encender la fuente de alimentacion de la misma, ya que
para que se inicialice la fuente debe estar encendida) y verificar si el LED parpadeara en verde, indicando el éxito en el
registro, si el LED parpadea en rojo hubo una falla y el proceso debe repetirse. El repetidor sera direccionado segun la
secuencia realizada, respetando el limite méximo de 04 dispositivos de este tipo.

Actuadores PGM inalambricos (direcciones 01 a 16): sigue el mismo principio que otros dispositivos, con la
funcion de sincronizacién activa en el panel de control, presione la tecla de sincronizacion en la parte posterior del
actuador (retire la base para fijacion a superficies) y verifique si el LED parpadeard en verde, indicando éxito en el
registro, si el LED parpadea en rojo hubo una falla y el proceso debe repetirse. El actuador serd direccionado segun la
secuencia realizada, respetando el limite maximo de 16 dispositivos de este tipo. Para eliminar un actuador registrado
en el panel de control, mantenga presionada la tecla de sincronizacion del dispositivo durante 10 segundos hasta que
el LED parpadee en rojo dos veces.

Obs.: al eliminar fisicamente los dispositivos, se deben borrar de la memoria de la central via programacién. En caso
contrario seré generada la falla de supervision de dispositivos inaléambricos referente a los mismos.



Comandos de teclado para dispositivo inalambrico
Teclado
» Cambiar idioma del sistema
Enter + 854 + | + Enter
» | = 0: Portugués
» | =1:Espafol
» |=2:Inglés
Obs.: funcionalidad disponible desde la version 1.0.1 del teclado XAT 8000 y la version 1.2.3 del panel de control AMT 8000.
» Registrar teclado inalambrico
Enter + 620 + NT + Enter + Activar el teclado presionando la tecla de sincronizacion.
NT = nlimero del teclado de 01 a 16.
» Eliminar teclados inalambricos
Enter + 720 + NT + Enter.
NT = nUmero del teclado de 01 a 16.
» Particion de teclado inalambrico
Enter + 223 + NT + PP + Enter.
NT = direccion del teclado de 01 a 16.
PP = particion del 00 a 16 (00 = direccion comUn para todas las zonas de 01 a 16 las particiones individuales de la central).
» Alterar mensajes
Enter + GM + Activa + Usuario, dispositivo, particion o zona + Enter.
GM = grupo de mensajes de 1a 8.

Usuario, dispositivo, particion o zona = en caso de mensajes para la zona 1 a 64, dispositivo 01 a 16, particién 01 a 16y
en el caso del usuario 00 a 99.

Descripcion Grupo de mensajes Usuario, dispositivo,
particion o zona
Nombre de la central de alarma 1 00
Usuarios 2 00a99
Zonas 3 01a64
Particiones 4 01a16
PGM 4 16
Teclados 6 01a16
Sirenas 8 01a16

» Reset mensajes
Enter + 1 + Desactiva + Enter.
Obs.: devuelve todos los mensajes del panel a los valores predeterminados de fabrica segtn el idioma seleccionado.
» Tecla panico
Enter + 540 + P + Enter.
» P =0: Deshabilitada.
» P =1:Panico audible.
» P = 2:Panico silencioso.
» P = 3:Panico incendio.
» P =4:Emergencia médica.
Control remoto
» Registrar control remoto
Enter + 60 + NU + Enter + Activar el control presionando una de las teclas.
NU = ndmero del usuario de 00 a 97.



» Borrar control remoto

Enter + 70 + NU + Enter.

NU = numero del usuario de 00 a 97.
» Funciones teclas control remoto
Enter + 65 + T + NU + FC + Enter.

T = tecla del control de 1 a 3.

NU = numero del usuario de 00 a 97.

FC = funcion de la tecla que se vincularé a la tecla seleccionada de 00 a 66.

00  Deshabilitado

01 Atv/Dtv solo las particiones

02 Solo activa todas las particiones

03  Solo desactiva todas las particiones

04 Atv/Dtv todas las particiones en modo Nocturno (Stay)
05  Sélo arma en modo Nocturno (Stay)

06  Panico con sirena

07  Panico silencioso

08  Panico incendio

09  Emergencia médica

10  NA

11 Atv/Dtv sélo la Particion 1

12 Atv/Dtv sélo la Particién 2

13 Atv/Dtv sélo la Particién 3

14 Atv/Dtv sélo la Particion 4

15 Atv/Dtv solo la Particion 5

16 Atv/Dtv sélo la Particién 6

17 Atv/Dtv sélo la Particién 7

18 Atv/Dtv solo la Particion 8

19 Atv/Dtv sélo la Particion 9

20 Atv/Dtvsélo la Particion 10

21 Atv/Dtv sélo la Particion 11

22 Atv/Dtvsélo la Particion 12

23 Atv/Dtvsdlo la Particion 13

24 Atv/Dtv sdlo la Particion 14

25 Atv/Dtvsdlo la Particion 15

26 Atv/Dtv sélo la Particion 16

27 N/A

28 N/A

29  N/A

30 N/A

31 Atv/Dtv modo Nocturno (Stay) para sélo la Particion 1
32 Atv/Dtv modo Nocturno (Stay) para sélo la Particién 2
33 Atv/Dtv modo Nocturno (Stay) para solo la Particion 3
34 Atv/Dtv modo Nocturno (Stay) para sélo la Particién 4
35 Atv/Dtv modo Nocturno (Stay) para solo la Particion 5
36  Atv/Dtv modo Nocturno (Stay) para sélo la Particion 6
37  Atv/Dtv modo Nocturno (Stay) para sélo la Particién 7
38  Atv/Dtv modo Nocturno (Stay) para solo la Particion 8
39 Atv/Dtv modo Nocturno (Stay) para solo la Particion 9
40  Atv/Dtv modo Nocturno (Stay) para sélo la Particion 10
41 Atv/Dtv modo Nocturno (Stay) para sélo la Particion 11
42 Atv/Dtv modo Nocturno (Stay) para sélo la Particion 12
43 Atv/Dtv modo Nocturno (Stay) para solo la Particion 13
44 Atv/Dtv modo Nocturno (Stay) para solo la Particion 14
45 Atv/Dtv modo Nocturno (Stay) para solo la Particion 15




46 Atv/Dtv modo Nocturno (Stay) para solo la Particion 16

51 PGMO1
52 PGM02
53 PGMO03
54  PGMO04
55 PGMO05
56  PGM 06
57 PGMO07
58 PGMO08
59 PGMO09
60 PGM 10
61  PGM 11
62  PGM 12
63  PGM 13
64 PGM 14
65 PGM 15
66 PGM 16

Sensores inalambricos

» Registrar sensores inalambricos

Enter + 61 + ZZ + Enter + Activar el sensor presionando la tecla de sincronizacion.
77 = zona que se vinculara el sensor de 01 a 64.

» Eliminar sensores inalambricos

Enter + 71 + ZZ + Enter.

77 = zona que sera desvinculada del sensor 01 a 64.

» Ajuste de los sensores infrarrojos inalambricos

Enter + 66 + ZZ+ S + L + M + Enter.

7 =zonade01a64.

S = Sensibilidad de 0 a 3, donde 0 = Sens. minimo / 1 = Sens. normal / 2 = Sens. intermedio / 3 = Sens. maximo.
L = LED del sensor, donde 0 = Apagado / 1 = Encendido.

M = Modo de operacion del sensor, donde 0 = Economia / 1 = Continuo.

Obs.: para elo XAS 8000 y TX 8000 las programaciones de Sensibilidad, LED del sensor y Modo de operacion son
permitidas por la central, pero sdlo la configuracion del LED es aceptada por el XAS 8000 y por el TX 8000.

» Prueba de sensor inalambrico

Enter + 52 + Enter + Activar sensor.

Prueba de sensor inalambrico

» Deshabilitar la manipulacion del sensor

Enter + 78 + X + Enter

X = Grupo de zonas 0 a 6

Obs.: funcion disponible a partir de la version 1.9.8 del panel de control.
» Deshabilitar la manipulacion digital del sensor IVP 8000 EX
Enter + 79 + X + Enter

X = Grupo de zonas 0 a 6

Obs.: funcién disponible a partir del sensor version 2.0.0 y la unidad de control version 2.0.0 AMT 8000.
» Restauracion de manipulacion digital del sensor IVP 8000 EX
Enter + 543 + ZZ + Enter

ZZ = nUmero de zona de 2 digitos.
Obs.: funcidn disponible a partir del sensor versién 2.0.0 y la unidad de control versién 2.0.0 AMT 8000.



» Ver el firmware de los sensores

Enter + 641 + ZZ + Enter

ZZ = ndmero de zona de 2 digitos

Obs.: funcién disponible para la unidad de control version 2.0.3 y sensores de de la version 2.0.0. Para los sensores con
una versién inferior a 2.0.0, se mostrara 0.0.0.

Sirena inalambrica

» Registrar sirenas inalambricas

Enter + 621 + NS + Enter + Activar la sirena presionando la tecla de sincronizacion.

NS = nUmero de la sirena de 01 a 16.

» Eliminar sirenas inalambricas

Enter + 721 + NS + Enter.

NS = nimero de la sirena de 01 a 16.

» Particion de sirenas inalambrica

Enter + 222 + NS + PP + Enter.

NS = nUmero de la sirena de 01 a 16.

PP = particion de 00 a 16 (00 = direccién comin para todas las zonas de 01 a 16 las particiones individuales de la central).
» Activar/desactivar el pitido de la sirena en la activacion/desactivacion del sistema

Enter + 510 + Enter + Tecla 3 + Enter.

» Habilitar/deshabilitar pitido de sirena por particion

Enter + 224 + GP + Enter.

GP = grupo de particiones, con particiones de 01 a 10 en el grupo 0 y particiones de 11 a 16 en el grupo.
» Alterar el tiempo de sirena

Enter + 41 + TS + Enter.

TS = tiempo de sirena de 01 a 99.

Obs.: 5 minutos predeterminados de fabrica, y si se coloca 00 en el comando, sonaré un pitido de error.
» Registrar amplificador de alcance de RF (repetidor REP 8000)

Enter + 622 + NA + Enter + Activar el amplificador presionando la tecla de sincronizacion

NA = ndmero de amplificador de 01 a 04.

» Borrar amplificador de alcance de RF (repetidor REP 8000)

Ingrese + 722 + NA + Enter

NA = numero de amplificador de 01 a 04.

» Registre el actuador PGM 8000

Enter + 623 + PGM + Enter + Active el actuador presionando la tecla de sincronizacion.

PGM = nlimero de actuador de 01 a 16

» Eliminar actuador PGM 8000

Enter + 723 + PGM + Enter

PGM = nlimero del actuador de 01 al 16

» Funciones del actuador PGM 8000

Enter + 50 + PGM + Enter + M + E + Enter

PGM = ntimero del PGM de 01 al 16

M = modo de funcionamiento PGM de 0 a 9 (0 = encendido / apagado, 1 a 8 = pulso y 9 = tiempo programado)
E = Evento que activa el PGM de 00 a 13

00  Unidad externa (aplicaciones)

Activacion de contrasefia (contrasenas de 51 PGM01 a 66
PGM16)

01




02  Activacion del sistema
03  Desactivacion del sistema

04  Emergencia médica:

05  Fallo de comunicacion de eventos
06  Corte de linea telefonica:

07  Problema de la sirena:

08  Disparo

09  Disparo silencioso o panico

10  Disparo de zona de fuego:

11 Aperturazona 1

12 Control remoto

13 Tiempo encendido / apagado

» Tiempo programado para la activacion de PGM 8000

Enter + 560 + PGM + T + Enter.

PGM = nlimero del PGM de 01 al 16.

T = tiempo de 01 a 99 minutos.

» Dias para la activacion automatica programada del actuador PGM 8000
Enter + 836 + PGM + Enter

PGM = nimero PGM del 01 al 16.

Después del comando, usando las teclas del teclado, seleccione los dias de la semana del 1 al 7, donde 1 = domingo, 2 =
lunes, 3 = martes, 4 = miércoles, 5 = jueves, 6 = Vieres, 7 = sabado y 8 = festivo y confirme con Enter.

Reset dispositivos inalambricos

» Eliminar todos los dispositivos inalambricos registrados

Enter + 7 + Desactiva + Enter.

" Todos los dispositivos inaldmbricos en la central de alarma, incluido el teclado, serén dados de baja.

» Cambiar canal RF
Enter + 630 + RF + Enter.

RF = canales de 08 a 11.

Atencion: al cambiar desde la central de alarma, todos los dispositivos registrados en la misma (excepto el control
remoto) deben tener presionada la tecla de sincronizacion para dirigir el dispositivo al nuevo canal, de lo contrario no se
comunicaran con la central de alarma.

4.2. Conexion Ethernet/Wi-Fi/GPRS

» Ethernet: debe instalarse en la central un cable de tipo RJ45 con la sefial Ethernet proveniente de un router , switch
o directamente de la sefial recibida en el sitio de instalacion. Consulte con su ISP para ver si el puerto utilizado permite
el acceso externo.
Wi-Fi: con la conexion Wi-Fi habilitada en el panel de alarma, los informes de eventos y las conexiones utilizaran esta
ruta, y para este proposito en el lugar de instalacion de la central de alarma debe tener un router o dispositivo para
enviar la sefial con buena calidad (verifique la distancia entre aparato de replicacion de sefial y la central de alarma).
GPRS: la central cuenta con conexiones para reportar eventos y acceder/controlarlo remotamente a través de la red celular
2G/3G/AG. Para ello, es necesario instalar el modulo XAG 8000, XAG 8000 3G o XG 4G' con el panel de control. Para co-
municarse a través de 2G/3G/4G, la tarjeta SIM debe tener un plan de datos habilitado. No es necesario habilitar el servicio
de voz. Consulte con su operador para obtener el plan mas adecuado para el trafico de datos del panel de control de alarma.

' Compatible con paneles de control de alarma a partir de la version 2.3.7.
Para que la central se conecte a una red Wi-Fi, se requieren los siguientes comandos:
» Ingresar el nombre de la red a conectar
Enter + 850 + Enter + colocar nombre de la red + Enter
» Ingresar la contrasefia de la red a conectar
Enter + 851 + Enter + colocar la contrasefia de la red + Enter



» Definir el tipo de seguridad de la red a conectar
Enter + 852 + Enter + TP + Enter

TP = tipo de seguridad.
Habilitar Wi-Fi

Seleccion Tipo de seguridad

0 Wi-Fi deshabilitado
1 Wi-Fi habilitado / en caso de falla de AC, funciona con bateria
2 Wi-Fi habilitado / solo con red de AC activa

Para establecer la conexion GPRS de la central de alarma, se deben realizar las siguientes configuraciones.

Habilitar chips

Enter + 832 + Enter.

Después del comando, use las teclas del teclado para habilitar las opciones 1 (chip 1) y 2 (chip 2).
Programar login

Enter + 822 + O + Enter, donde O = 1 0 2 (operadora 1 0 operadora 2)

Después del comando, digite el login (de acuerdo con la operadora utilizada) y después presione la tecla Enter para
confirmar.

Programar contrasefa

Enter + 823 + O + Enter, donde O = 1 0 2 (operadora 1 o operadora 2)

Después del comando, digite la contrasefia (de acuerdo con la operadora utilizada) y después presione la tecla Enter
para confirmar.

Programar APN

Enter + 824 + O + Enter, donde O = 1 0 2 (operadora 1 o operadora 2)

Después del comando, digite el APN (de acuerdo con la operadora utilizada) y después presione la tecla Enter para
confirmar.

Programar el PIN (Personal Identifica Number)

Si desea utilizar el PIN, ejecute el siguiente comando, de lo contrario, continte con el préximo comando.

Si el PIN es incorrecto, el chip se bloqueara.

Enter + 825 + O + Numero del PIN con 4 digitos + Enter, donde O = 1 0 2 (operadora 1 o operadora 2)

Después de seleccionar qué tipo de conexion usar, es necesario realizar los siguientes pasos para verificar/

configurar algunos puntos de la conexion, como verificar la direccion IP que esta funcionando la central.
» Cambiar direccion IP (conexion de cable)

Enter + 8120 + Enter.

La IP del interruptor se mostrara si el interruptor tiene DHCP habilitado, si la funcion DHCP esta deshabilitada, es
posible ingresar manualmente la direccion IP para el interruptor.

Programar DHCP (conexion por cable)

Si no tenga un servidor de DHCP o no desear utilizar esta opcion, ejecutar el préximo paso, en caso contrario, digite
el comando a continuacion y también préximos siguientes.

Enter + 831 + Enter.

Después del comando, utilizando las teclas del teclado, habilitar la opcién 1 (marcado 1) y presione la tecla Enter
para confirmar. Para deshabilitar, deje la opcion 1 sin marcar.

Programar la mascara de red (conexion de cable)

Enter + 8130 + Enter.

Después del comando, digite el niimero de la méscara de red y presione la tecla Enter para confirmar.
Programar la puerta de enlace (conexion por cable)

Enter + 8140 + Enter.

Después del comando, digitar el nimero del gateway de la red y presione la tecla Enter para confirmar.



Programar servidores DNS para Ethernet

Enter + 815 + S + Enter, donde S = 1 0 2 (Servidor 1 o Servidor 2).

Después del comando, escriba el ndmero del servidor DNS1 y presione la tecla Enter para confirmar.

Cambiar direccion IP (conexion Wi-Fi)

Enter + 8620 + Enter.

La IP del panel se mostrard si el panel tiene DHCP habilitado, si la funcion DHCP esta deshabilitada sera posible
ingresar manualmente la direccion IP del panel.

Programar DHCP (conexion Wi-Fi)

Si no tiene un servidor DHCP o no desea utilizar esta opcidn, realice el siguiente paso, de lo contrario, escriba el
siguiente comando y también los siguientes.

Enter + 831 + Enter.

Después del comando, usando las teclas del teclado, habilite la opcion 1 (marca 1) y presione la tecla Enter para
confirmar. Para deshabilitar, deje la opcién 1 sin marcar.

Programar la mascara de red (conexion Wi-Fi)

Enter + 8630 + Enter.

Después del comando, escriba el nimero de mascara de red y presione la tecla Enter para confirmar.

Programar la puerta de enlace (conexion Wi-Fi)

Enter + 8640 + Enter.

Después del comando, ingrese el nimero de la puerta de enlace de la red y presione la tecla Enter para confirmar.
Programar servidores DNS para Ethernet (conexidn Wi-Fi)

Enter + 865 + S + Enter; donde S = 1 0 2 (Servidor 1 o Servidor 2)

Después del comando, escriba el niimero del servidor DNS1 y presione la tecla Enter para confirmar.

4.3. Actualizacién remota

Para descargar/verificar una nueva version

Enter + 9922 + Enter.

Si hay una versién descargable se mostrara la informacion Download. Espere y se iniciard, lo que tomard entre 3y 5
minutos (variable segtn la conexion utilizada). Si la central no tiene una version de descarga, aparece Download fallido.
Instalar version de download

Enter + 9933 + Enter.

Se instalara la nueva version que se descargara y no se perderan entradas ni horarios de la central. Para verificar la version del
software del panel, acceda al Menu y con las teclas direccionales acceda a la version de la central que se mostrara.

Obs.: la central debe estar conectada a Internet a través de la conexién Ethernet o Wi-Fi presente en la central y descrito
en los comandos/informacién debajo de su configuracion. La descarga/actualizacion de software a través de la conexion
GPRS no es posible debido a la velocidad de descarga de la conexion y al consumo excesivo del paquete utilizado.

4.4. Contrasenas

Programacion por contraseiia 1 (Programacion solo para el usuario programador)

» Cambiar las contrasefias de usuario para las posiciones 98 y 99

Enter + 20 + NU + CONTRASENA + Enter.

NU = nimero del usuario de 00 a 99.

CONTRASENA = contrasefia a programar que contenga 4 o 6 digitos.

» Eliminar contrasefa de usuario de la posicion 98

Enter + 20 + 98 + Enter.

"La contrasefa de la posicion 99 no puede ser apagada.



Programacion de contrasefias 2 (programacion solo para usuario master)
» Cambiar/crear contraseiias de usuario de las posiciones 00 a 97

Enter + 20 + NU + CONTRASENA + Enter.

NU = nimero del usuario de 00 a 97.

CONTRASENA = contrasefia a programar que contiene 4 digitos o 6 digitos.

» Eliminar contrasefa de usuarios de las posiciones 01 a 97

Enter + 20 + NU + Enter.

NU = nimero del usuario de 01 a 97.

" La contrasefia de la posicién 00 no puede ser apagada.

Permiso de contrasefa

» Definir permiso para particion de contrasefia

Enter + 21 + NU + GP + Enter.

NU = nimero del usuario de 01 a 96.

GP = grupo de particiones, con particiones de 01 a 10 en el grupo 0 y particiones de 11 a 16 en el grupo 1.
» Establecer permiso para solo activar o permiso para bypass

Enter + 2 + P + GS + Enter + Seleccionar contrasefia + Enter.

P = configuracion de permisos, 5 solo activos y 6 permisos de bypass.

GS = grupo de contrasefias de 0 a 9, con el grupo 0 yendo de 01 a 10, grupo 1 de 11 a 20y asi sucesivamente cerrando
con el grupo 9 de 91 a 97.

» Establecer permiso para el modo Stay (Nocturno)

Enter + 221 + GS + Enter + Seleccionar contrasefia + Enter.

GS = grupo de contrasefias de 0 a 9, con el grupo 0 yendo de 01 a 10, grupo 1 de 11 a 20y asi sucesivamente cerrando
con el grupo 9 de 91 a 97.

4.5. Configuracion de zona

Habilitar/Deshabilitar zonas

Enter + 30 + G + Enter.

G = grupo de zonas de 0 a 6.

Después de ingresar el comando, a través de las teclas del teclado, habilite/deshabilite las zonas correspondientes para el
grupo y presione la tecla Enter para confirmar.

Habilitar el modo nocturno (Stay)

Enter + 02 + G + Enter.

G = grupo de zonas de 0 a 6.

Después de ingresar el comando, a través de las teclas del teclado, habilite/deshabilite las zonas correspondientes para el
grupo y presione la tecla Enter para confirmar. Las contrasefias también deben tener permiso para el modo Nocturno (Stay).

Funciones de las zonas
Enter + 3 + F + G + Enter.

F = funciones de las zonas 1 a 6.
G = grupo de zonas de 0 a 6.

Después de ingresar el comando, a través de las teclas del teclado, habilite/deshabilite las zonas correspondientes para el
grupo y presione la tecla Enter para confirmar.

Funciones de las zonas
Temporizada
Seguidora
24 horas
Pénico
Emergencia médica
Incendio
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Modo de operacion de zona

Enter + 0 + MP + G + Enter.

MP = modo de las zonas 7 0 8.

G = grupo de zonas de 0 a 6.

Después de ingresar el comando, a través de las teclas del teclado, habilite/deshabilite las zonas correspondientes para el
grupo y presione la tecla Enter para confirmar.

MP Modo de operacion
7 Silenciosa
8  Contacto normalmente abierto

Cancelacion automatica de zonas

Enter + 53 + N + Enter.

N = nmero de disparos de 0 a 9.

Entrada de aleacion (desde la version 1.9.2)

Enter + 09 + ZZ + Enter

77 =zonas 01 a 64

Particion de entrada de aleacion

Enter + 516 + GP + Enter

GP = grupo de particiones, con particiones de 01 a 10 en el grupo 0 y particiones de 11 a 16 en el grupo 1.
Permiso para activar y / o desactivar la entrada de aleacion
Enter + 518 + Enter

Clave 2 - Permiso de activacion

Clave 3: deshabilitar el permiso

4.6. Particion

Habilitar particionamiento

Enter + 510 + Enter + Seleccionar opcién 1 + Enter.
Particion de zona

Enter + 01 + ZZ + PP + Enter.

ZZ =zona de 01 a 64.

PP = particion de 01 a 16.

» Definir permiso para particion de contraseiia
Enter + 21 + NU + GP + Enter.

NU= ntmero del usuario de 01 a 96.

GP = grupo de particiones, con particiones de 01 a 10 en el grupo 0 y particiones de 11 a 16 en el grupo 1.

Atencion: ademas de los puntos de programacion anteriores, se deben crear/definir contrasefias de usuario (tema
4.4.Contrasefias) ademés de registrar controles inaldmbricos para el acceso (tema Control remoto). También debe definir
|a particion para teclados (tema Teclado) y sirenas (tema Sirenas inaldmbricas).

4.7. Temporizaciones

Temporizacion de entrada
Enter + 42 + PP +TTS + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).
TTS = tiempo de 000 a 255 segundos.

Temporizacion de salida
Enter + 44 + PP + TTS + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).



TTS = tiempo de 000 a 255 segundos.

Desactivar pitido de salida
Enter + 514 + Enter + Tecla 8 + Enter.

4.8. Configuracion de tiempo de la central de alarmas

Reloj
Enter + 400 + HH + MM + SS + Enter.

HH = horas de 00 a 23.

MM = minutos de 00 a 59.

SS = segundos de 00 a 59.

Calendario

Enter + 401 + DD + MM + AA + Enter.

DD =diade 01a31.

MM =més de 01 a 12.

AA = afio de 00 a 99.

Ajuste del dia de la semana

Enter + 402 + D + Enter.

D =dia delasemanade 1a7 (1 =domingo, 2 = lunes, 3 = martes, 4 = miércoles, 5 = jueves, 6 = viemnes, 7 = sbado).
Alcance de tiempo para sincronizacion de fecha y hora
Enter + 403 + HHH + Enter.

HHH = intervalo entre sincronizaciones de 000 a 255 horas.

4.9. teste periddico).

Fuso-horario

Enter + 405 + FF + Enter.

FF= Fuso horario 00 — Desabilitado
01-GMT-1 08 - GMT -8 14 - GMT +1 20 - GMT +7
02 - GMT - 09 - GMT -9 15 - GMT +2 21-GMT +8
03-GMT -3 10 - GMT -10 16 - GMT +3 22 - GMT +9
04 -GMT -4 11-GMT-11 17 - GMT +4 23-GMT +10
05-GMT -5 12 -GMT -12 18 - GMT +5 24 - GMT +11
06 - GMT -6 13-GMTO 19 - GMT +6 25-GMT +12
07 - GMT -7

4.9. Prueba periddica

Habilite las pruebas periddicas por horario.

Enter + 470 + HH + MM + Enter.

HH = horas de 00 a 23.

MM = minutos de 00 a 59.

Desactivar pruebas periddicas por horario
Enter + 470 + Desactiva + Enter.

Prueba periédica de intervalo de tiempo
Enter + 471 + HHH + Enter.

HHH = horas de 000 a 255.



4.10. Autoactivacion/autodesactivacion y Autoactivacion/autodesactivacion por particion

Habilitar autoactivacion por inactividad
Enter + 460 + TM + Enter.

TM = tiempo de 00 a 99 minutos.

Seleccion de autoactivacion/autodesactivacion por particiones

Enter + 464 + GP + Enter.

GP = Grupo de particion 0 0 1 (0 = Grupo de particion 01 a 10y 1 = Grupo de particion 11 a 16).
Establecer feriados

Enter + 404 + PP + F (0 a 9) +DD + MM + Enter

PP = Particion (central no particionada, use PP = 01)

F = nlmero de memoria de feriado de 0 a 9.

DD = dia del mes para ser feriado del 01 al 31.

MM = mes del feriado de 01 a 12.

Dia de la semana autoactivacion

Enter + 838 + PP + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).

Después del comando, utilizando las teclas del teclado, seleccione los dias de la semana de 1 a 7, donde 1 = domingo, 2
= lunes, 3 = martes, 4 = miércoles, 5 = jueves, 6 = viernes, 7 = sabado.

Horario autoactivacion

Enter + 462 + PP + D + HH + MM + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).

D = dia de la semana de 1 a 7 (1 = domingo, 2 = lunes, 3 = martes, 4 = miércoles, 5 = jueves, 6 = viernes, 7
= sabado).

HH = horas de 00 a 23.

MM = minutos de 00 a 59.

Dia de la semana autoactivacion

Enter + 839 + PP + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).

Después del comando, utilizando las teclas del teclado, seleccione los dias de la semana de 1 a 7, donde 1 = domingo, 2
= lunes, 3 = martes, 4 = miércoles, 5 = jueves, 6 = viernes, 7 = sabado.

Horario de autodesactivacion

Enter + 463 + PP + D + HH + MM + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).

D = dia de la semana de 1 a 7 (1 = domingo, 2 = lunes, 3 = martes, 4 = miércoles, 5 = jueves, 6 = viernes, 7
= sabado).

HH = horas de 00 a 23.

MM = minutos de 00 a 59.

Definir feriados para autoactivacion/autodesactivacion

Enter + 404 + PP + F + DD + MM + Enter.

PP = particion de 01 a 16 (central no particionada, usar PP = 01).

F = nimero de memoria del feriado de 0 a 9.

DD =diade 01a31.

MM = mes de 01 a 12.
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4.11. Configuraciones para monitoreo y SMS
Via linea telefonica
» Programar cuenta de monitoreo

Enter + 15 + PP + Enter, donde PP = particion de 01 a 16. Después del comando: digite el nimero de la cuenta de
monitoreo con 4 digitos (0 a 9 o las letras B, C, D, E y F) y presione la tecla Enter para confirmar. Si la central no esta
particionada, utilizar la particion como siendo 01.

» Programar niimero de teléfono para la empresa de monitoreo
Enter + 10 + M + ndmero de teléfono de la empresa de monitoreo + Enter, donde M = memoria para teléfono de 1 a 8.
» Eliminar teléfono

Enter + 10 + M + Desactiva + Enter.

M = memoria para teléfono del 1 al 8.

» Prueba de teléfono

Enter + 11 + M + Enter.

M= memoria para teléfono de 1a 8

» Finalizar prueba telefénica

Enter + 11 + Enter.

» Modo de informe de eventos

Enter + 17 + A + B + C + Enter.

A =indica en qué modo la central de alarma operara de 0 a 7, donde 0 = desactivado, 1 = regular teléfono, 2 = no aplicable, 3
= doble teléfono, 4 = regular IP, 5 = no aplicable, 6 = doble IP, 7 = doble Mix.

B = indica el protocolo que serd utilizado cuando el teléfono 01 sea marcado, siendo 0 = Contact-ID y 1 = Contact-ID
programable.

C = indica el protocolo que serd utilizado cuando el teléfono 01 sea marcado, siendo 0 = Contact-ID y 1 = Contact-ID
programable.

Obs.: el protocolo Contact-ID programable solo puede ser editado por el software de download/upload (AMT Remoto).
» Bloquear el envio de la particion 00 a la empresa de monitoreo

Enter + 515 + Enter

Después del comando, usando las teclas del teclado, habilite la opcion 8 (marca 8) y presione la tecla Enter para confirmar.
» Programar niimero de intentos para informar un evento

Enter + 13 + T + Enter, donde T = nlimero de intentos de 7 a 9.

» Programa nivel de senal DTMF

Si el nivel DTMF predeterminado de fabrica almacenado en la memoria del interruptor no funciona, ingrese el siguiente
comando y pruebe todas las opciones del 0 al 6 para ver cuél da el mejor resultado.

Enter + 18 + N + Enter.

N = ndmero de intentos de 0 a 6.

» Reset de eventos pendientes

Enter + 16 + Enter.

Via Ethernet/Wi-Fi

» Programar cuenta de monitoreo

Enter + 15 + PP + Enter, donde PP = particién de 01 a 16. Después del comando: digite el niimero de la cuenta de

monitoreo con 4 digitos (0 a 9 o las letras B, C, D, E y F) y presione la tecla Enter para confirmar. Si la central no esta
particionada, utilizar la particién como siendo 01.

» Programar el modo de reportaje
Enter+ 17 +A + B + C + Enter.

A =indica en qué modo la central de alarma operara de 0 a 7, donde 0 = desactivado, 1 = regular teléfono, 2 = no aplicable, 3 =
doble teléfono, 4 = regular I, 5 = no aplicable, 6 = doble I, 7 = doble Mix.



B = indica el protocolo que sera utilizado cuando el teléfono 01 sea marcado, siendo 0 = Contact-ID y 1 = Contact-ID
programable.

C = indica el protocolo que serd utilizado cuando el teléfono 01 sea marcado, siendo 0 = Contact-ID y 1 = Contact-ID
programable.

Obs.: el protocolo Contact-ID programable solo puede ser editado por el software de download/upload (AMT Remoto).
» Programar prioridad de comunicacion

Enter + 19 + 0 + Enter.

» Programar IP de destino

Enter + 801 + | + Enter, donde | = IP de destino 10 2.

Después del comando ingrese el niimero de IP de la empresa de monitoreo (ejemplo: 192.168.001.100) y presione la tecla
Enter para confirmar.

» Programar puerto de comunicacion de redes IP

Puerta 1 = Enter + 802 + 1 + Numero del puerta con 4 digitos + Enter.

Puerta 2 = Enter + 802 + 2 + Numero del puerta con 4 digitos + Enter.

» Programar el nombre del dominio (DNS) de destino

Si no desea utilizar DNS, vaya al siguiente comando; de lo contrario, escriba:

Enter + 803 + D + Enter, D=1 0u 2 (DNS 1 0 DNS 2).

ADespués del comando digite el nombre del dominio DNS y presione la tecla Enter para confirmar.

» Programar las opciones de monitoreo via IP

Enter + 830 + Enter.

Depués del comando, utilizando las teclas del teclado, habilite la opcién deseada de 1 a 4, donde:

» 1 = habilita el envio de eventos para la empresa de monitoreo 1.

» 2 = habilita el envio de eventos para la empresa de monitoreo 2.

» 3 = habilita el nombre del dominio (DNS) de la empresa de monitoreo 1.

» 4 = habilita el nombre del dominio (DNS) de la empresa de monitoreo 2 y presione la tecla Enter para confirmar.
Programar DHCP

Si no tenga un servidor de DHCP o no desear utilizar esta opcion, ejecutar el proximo paso, en caso contrario, digite el
comando a continuacién y también proximos siguientes.

Enter + 831 + Enter.

)

Después del comando, utilizando las teclas del teclado, habilitar la opcién 1 (marcado 1) y presione la tecla Enter para
confirmar.

» Direccion IP de la central
Enter + 8120 + Enter.
Después del comando, ingrese la direccién IP para la central.

Obs.: la direccién solo se puede editar/ingresar manualmente si la funcién DHCP esté deshabilitada; de lo contrario, solo
se mostrara la direccion IP de la central.

» Programar la mascara de red

Enter + 8130 + Enter.

Después del comando, digite el nimero de la méascara de red y presione la tecla Enter para confirmar.
» Programar el gateway

Enter + 8140 + Enter.

Después del comando, digitar el nimero del gateway de la red y presione la tecla Enter para confirmar.
» Programar servidores DNS para Ethernet

Enter + 815 + S + Enter, donde S = 1 ou 2 (Servidor 1 ou Servidor 2).

Después del comando, digite el nimero defi servidor DNS1'y presione la tecla Enter para confirmar.
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» Programar el intervalo del heartbeat Ethernet (prueba de link)

Enter + 816 + TTM + Enter, donde TTM = intervalo de tiempo variando de 000 a 255 minutos (predeterminado de fabrica:
5 minutos).

» Salir del modo de programacion con la contraseiia del instalador

Contrasefia del instalador (predeterminada de fabrica: 9090).

» Verificar la conexion al servicio del receptor IP

Presione la tecla Mend, navegue por las teclas direccionales, vaya a la opcion Conexiones y asegUrese de marcar la opcion
Eth: IP1 y/o IP2 esté habilitado. Si es asi, la central se conecta a través de Ethernet al software de IP de recepcion a través
de las IP habilitadas.

Via conexion GPRS

» Programar cuenta de monitoreo

Enter + 15 + PP + Enter, donde PP = particién de 01 a 16. Después del comando: digite el ndmero de la cuenta de
monitoreo con 4 digitos (0 a 9 o las letras B, C, D, E y F) y presione la tecla Enter para confirmar. Si la central no est4
particionada, utilizar la particion como siendo 01.

» Programar el modo de reportaje
Enter + 17 + A + B + C + Enter.

A =indica en qué modo la central de alarma operara de 0 a 7, donde 0 = desactivado, 1 = regular teléfono, 2 = no aplicable, 3
= doble teléfono, 4 = regular IP, 5 = no aplicable, 6 = doble IP, 7 = doble Mix.

B =indica el protocolo que serd utilizado cuando el teléfono 01 sea marcado, siendo 0 = Contact-IDy 1 = Contact-ID programable..
C=indica el protocolo que sera utilizado cuando el teléfono 01 sea marcado, siendo 0 = Contact-IDy 1= Contact-ID programable.
Obs.: el protocolo Contact-ID programable s6lo puede ser editado por el software de download/upload (AMT Remoto).
» Programar prioridad de comunicacién (sélo GPRS)

Enter + 19 + 1 + Enter.

» Programar IP de destino

Enter + 801 + | + Enter, donde | = 1 0 2 (IP de destino 1 o IP de destino 2).

Después del comando, ingrese el nimero de IP de la empresa de monitoreo 1 (ejemplo: 192.168.001.100) y presione la
tecla Enter para confirmar.

» Programar puerta de comunicacion de redes IP

Puerta 1 = Enter + 802 + 1 + Numero del puerta con 4 digitos + Enter.

Puerta 2 = Enter + 802 + 2 + Numero del puerta con 4 digitos + Enter.

» Programar el nombre del dominio (DNS) de destino

Si no desea utilizar DNS, salte al siguiente comando; de lo contrario, escriba:

Enter + 803 + 1 + Enter.

Después del comando digite el nombre del dominio DNS y presione la tecla Enter para confirmar.

» Programar las opciones de monitoreo via IP

Enter + 830 + Enter.

Depués del comando, utilizando las teclas del teclado, habilite la opcién deseada de 1 a 4, donde:

» 1 =habilita el envio de eventos para la empresa de monitoreo 1.

» 2 =habilita el envio de eventos para la empresa de monitoreo 2.

» 3 = habilita el nombre del dominio (DNS) de la empresa de monitoreo 1.

» 4 =habilita el nombre del dominio (DNS) de la empresa de monitoreo 2 y presione la tecla Enter para confirmar.
Programar login

Enter + 822 + O + Enter, donde O = 1 0 2 (operadora 1 o operadora 2).

Después del comando, digite el login (de acuerdo con la operadora utilizada) y después presione la tecla Enter para
confirmar.
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» Habilitar chips

Enter + 832 + Enter.

Después del comando, use las teclas del teclado para habilitar las opciones 1 (chip 1) y 2 (chip 2).

» Programar contrasefa

Enter + 823 + O + Enter, donde O = 1 0 2 (operadora 1 o operadora 2).

Después del comando, digite la contrasefia (de acuerdo con la operadora utilizada) y después presione la tecla Enter para
confirmar.

» Programar APN

Enter + 824 + O + Enter, donde O = 1 0 2 (operadora 1 o operadora 2).

Después del comando, digite el APN (de acuerdo con la operadora utilizada) y después presione la tecla Enter para
confirmar.

» Programar el PIN (Personal Identification Number)

Si desea utilizar el PIN, ejecute el siguiente comando, de lo contrario, continde con el préximo comando.

Si el PIN es incorrecto, el chip se bloqueara.

Enter + 825 + O + Numero del PIN con 4 digitos + Enter, donde O = 1 0 2 (operadora 1 o operadora 2).

» Intervalo del Heartbeat GPRS (prueba de link)

Enter + 827 + TTM + Enter, donde TTM = tiempo de intervalo del Heartbeat de 000 a 255 minutos (predeterminado: 005
minutos).

» Servidores DNS para GPRS

Enter + 828 + S + Enter, donde S = 1 0 2 (Servidor 1 o Servidor 2).

Después de ingresar el comando, ingrese el codigo del servidor DNS (segun el servidor utilizado) y luego presione la tecla.
Enter para confirmar.

» Conexion Cloud (predeterminado de fabrica habilitado)

Enter + 512 + Enter

Después del comando, use la tecla 6 en el teclado para habilitar o deshabilitar la funcion y presione la tecla Enter para
confirmar (funcién marcada con el cuadrado bloqueada y funcién con el cuadrado vacio desbloqueada).

» Intervalo de intentos de conexiones GPRS

Enter + 829 + TG + Enter, donde TG = tiempo de intervalo de los intentos de reconexion de 00 a 20 (predeterminado:
00 minutos).

» Salir del modo de programacion con la contraseiia del instalador

Contrasefia del instalador (predeterminada de fabrica: 9090).

» Verificar el nivel de sefial del GPRS

Presione la tecla Mend, navegue a través de las teclas direccionales, acceda a la opcion Sefial GPRS y verifique la sefial
marcando del 1 al 10.

» Verificar la conexion al servicio del receptor IP

Presione la tecla MenU, navegue por las teclas direccionales, acceda a Conexiones y verifique el marcador para la opcion
GPRS: IP1 y/o IP2 esté llenado. Si es asi, el interruptor se conecta a través de GPRS al software del receptor de IP a través
de los chips que se han habilitado.

Programar SMS

Atencion: a partir de la version 1.7.9, se han eliminado todas las funciones relacionadas con SMS (envio y recepcion)
para la central AMT 8000.

» Programe las opciones del canal GPRS para habilitar chips y envio/recepcion de SMS

Enter + 832 + Enter.

Después del comando, use las teclas del teclado para habilitar las opciones 1 (chip 1), 2 (chip 2), 3 (enviar SMS), 4 (recibir
SMS) y presione la tecla Enter para confirmar.

» Seleccione eventos SMS

Enter + 833 + Enter.

Después del comando, utilizando las teclas del teclado, habilitar la opcion 1, 2, 3, 4 y presione la tecla Enter para confirmar.
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» Programar teléfono para SMS
Enter + 84 + M + Numero del teléfono con hasta 20 digitos + Enter, donde M = niimero de la memoria variando de 1 a 5.
El ndmero del teléfono debe tener como maximo 20 digitos y estar en el formato: 0 + cddigo de operadora + cddigo de
drea + numero de teléfono iniciado con el digito 9.
» Cambiar nombre de exhibicion de la central
Enter + 1 + Activa + 00 + Enter.
Después del comando, use las teclas del teclado para cambiar el nombre de la central de alarma que se mostrara en el
mensaje SMS.

» Salir del modo de programacion con la contrasefa del instalador

Contrasefa del instalador (predeterminada de fabrica: 9090).

Pruebe para verificar que la configuracion de SMS ha funcionado.
Prueba de recepcion de SMS: ativar a central e aguardar a recepcao do evento de ativacdo por SMS.

Prueba de envio de SMS: apague la central manualmente y luego envie un mensaje SMS usando su teléfono
movil de la siguiente manera: !ContrasefiaMasterAl, si la contrasefia master es, por ejemplo, 1234, el comando sera:
11234A!1'y espere para verificar que la central se haya activado.

Cadigos Contact-ID

Para los siguientes comandos que configuran el codigo Contact-ID, el protocolo de comunicacién debe establecerse en 1D
de contacto programable (consulte Modo de informe de eventos), de lo contrario, los eventos se enviaran con la Contact-ID
predeterminada.

R

R

»

Obs.: si se configura 000 deshabilitara el envio de eventos, si se establece de 001 a FFE envia el evento programado y si
el conjunto FFF envia el evento predeterminado. Use solo las letras B, C, D, E y F y los niimeros del 0 al 9.

Configurar el cdigo de identificacion de contacto para eventos abiertos de zona

Enter + 901 + ZZ + Enter.

77 =zonade 01 a 64.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta niimeros de 0
a9ylasletras B, C, D, E y F) y presione la tecla Enter para confirmar. Estandar de fabrica 130.

Configurar el cédigo de Contact-ID para eventos de tipo de restauracion de zona

Enter + 911 + ZZ + Enter.

ZZ=zonade 01 a 64.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta niimeros de 0
a9ylasletras B, C, D, Ey F) y presione la tecla Enter para confirmar. Estandar de fabrica 130.

Establecer el cédigo de Contact-ID para eventos de apertura de manipulacién

Enter + 902 + ZZ + Enter.

77 =z0nade 01 a 64.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta nimeros de 0 a 9y
las letras B, C, D, E 'y F) y presione la tecla Enter para confirmar. Estandar de fabrica 145 para dispositivos expansores y 383 para
sensores.

Establecer el codigo de Contact-ID para eventos de apertura de manipulacion
Enter + 912 + ZZ + Enter.
ZZ=zonade 01 a 64.

Después de ingresar el comando, cologue el valor del evento en formato hexadecimal de 000 a FFF (acepta nimeros de 0
a9ylas letras B, C, D, Ey F) y presione la tecla Enter para confirmar. Estandar de fabrica 145 para dispositivos expansores y
383 para sensores..



Configurar el cédigo de Contact-ID para eventos de tipo de restauracion de manipulacion
Enter + 903 + NU + Enter.

NU = ntimero del usuario de 01 a 97.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta niimeros de 0
a9ylasletras B, C, D, Ey F) y presione la tecla Enter para confirmar. Estandar de fabrica 745 para dispositivos expansores
y 383 para sensores.

Para configurar el cédigo de Contact-ID para eventos de activacion de usuario
Enter + 913 + NU + Enter.
NU = nimero del usuario de 01 a 97.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta niimeros de 0
a9y lasletras B, C, D, E y F) y presione la tecla Enter para confirmar. Estandar de fabrica 401.

Establecer cddigo de Contact-ID para eventos de sistema de tipo abierto
Enter + 904 + Il + Enter.
Il = indice de eventos del sistema de 00 a 24.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta niimeros de 0
a9y lasletras B, C, D, E'y F) y presione la tecla Enter para confirmar.

Configure el cadigo de Contact-ID para eventos del sistema de tipo restauracion, escriba

Enter + 914 + Il + Enter.

II = indice de eventos del sistema de 00 a 24.

Después de ingresar el comando, coloque el valor del evento en formato hexadecimal de 000 a FFF (acepta nimeros de 0
a9ylasletras B, C, D, E'y F) y presione la tecla Enter para confirmar.

Se usa para configurar el cddigo de Contact-ID del sistema de tipo restauracion y abertura

indice Evento interno Codigo predeterminado
Dispositivo inaldmbrico de baterfa baja/Restauracion bateria
00 Dispositivo 384
01 N/A 344
02 Falla de supervision/Restauracion supervision 147
03 Bypass de zona/Restauracién bypass de zona 570
05 Falla de red de AC/restauracion de red de AC 301
06 Bateria baja del sistema/Restauracion bateria del sistema 302
07 Bateria ausente/restauracion bateria 311
08 Corte de linea telefonica/restauracion linea telefonica 351
09 Activacion/desactivacién remota 407
10 Activacion/desactivacion automatica 403
" Activacion por una tecla 408
12 Activacion y desactivacion bajo coaccion. 121
13 Reset del sistema 305
14 Alteracion programacion 306
15 Falla al comunicar evento 354
16 Contrasefia Incorrecta 461
17 Acceso remoto 410
18 Prueba manual 601
19 Prueba periddica 602
20 Reset del buffer de eventos 621
21 Fecha y hora reiniciados 625
22 Tamper/restauracion sensores 383
23 Tamper/restauracion dispositivos expansores 145
24 Solicitud de mantenimiento 616
25 Fallo del dispositivo inaldmbrico de CA 342
26 Activacion PGM 422
27 Registro/eliminacion de RF 533
28 Registrar/cambiar/eliminar contrasefia 534

27
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Configurar codigo de evento Push
Enter + 92 + EV + Enter + Seleccionar el evento + Enter.

EV = grupo de eventos de 0 a 3, siendo el grupo 0 de 01 a 10 y asi sucesivamente hasta el grupo 3 siendo de 31 a 35.

Grupo eventos (EV) Evento Tecla Valor estandar
ARME_DESARME_USUARIO, Tecla 1 Habilitado
N/A Tecla 2 Habilitado
DISPARO_ZONA, Tecla 3 Habilitado
DISPARO_24H, Tecla 4 Habilitado
0 DISPARO_SILENCIOSO, Tecla 5 Habilitado
DISPARO_EMERGENCIA_MEDICA, Tecla6 Habilitado
DISPARO_INCENDIO, Tecla 7 Habilitado
DISPARO_PANICO_AUDIVEL, Tecla 8 Habilitado
DISPARO_PANICO_SILENCIOSO, Tecla 9 Habilitado
TAMPER_SENSOR, Tecla 10 Habilitado
BATERIA_BAIXA_SENSOR, Tecla 1 Habilitado
N/A Tecla 2 Habilitado
FALHA_SUPERVISAO_RF, Tecla 3 Habilitado
BYPASS_ZONA, Tecla 4 Habilitado
1 BYPASS_AUTOMATICO, Tecla 5 Habilitado
FALHA_REDE_ELETRICA, Tecla6 Habilitado
BATERIA_PRINCIPAL_BAIXA, Tecla 7 Habilitado
BATERIA_PRINCIPAL_AUSENTE, Tecla 8 Habilitado
FALHA_LINHA_TELEFONICA, Tecla 9 Habilitado
ARME_DESARME_REMOTO, Tecla 10 Habilitado
AUTO_ARME_DESARME, Tecla 1 Habilitado
ARME_RAPIDO, Tecla 2 Habilitado
ARME_DESARME_SOB_COACAQ, Tecla 3 Habilitado
RESET_SISTEMA, Tecla 4 Habilitado
PROGRAMACAOQ_ALTERADA, Tecla 5 Habilitado
2 FALHA_AO_COMUNICAR_EVENTO, Tecla6 Habilitado
SENHA_INCORRETA, Tecla 7 Habilitado
ACESSO_DOWNLOAD, Tecla 8 Habilitado
TESTE_MANUAL, Tecla9 Habilitado
TESTE_PERIODICO, Tecla 10 Habilitado
RESET_BUFFER_EVENTOS, Tecla 1 Habilitado
RESET_DATA_HORA, Tecla 2 Habilitado
TAMPER_TECLADO Tecla 3 Habilitado
TAMPER_SIRENE, Tecla 4 Habilitado
3 SOLICITACAO_MANUTENCAO, Tecla 5 Habilitado
FALLO DEL DISPOSITIVO INALAMBRICO DE CA Tecla6 Habilitado
ACTIVACION PGM Tecla7 Habilitado
Registro/eliminacion de RF Tecla 8 Habilitado
Registrar/cambiar/eliminar contrasefa Tecla 9 Habilitado
4.12. Activacion/desactivacion de funciones
Enter + 51 + GF + Enter + FUNCION + Enter.
GF = grupo de funciones de 0 a 5.
FUNCION = tecla correspondiente a la funcién.
Tecla Gru_po de Gru_po de Gru_po de Gru_po de Gru_po de Gru_po de
funciones 0 funciones 1 funciones 2 funciones 3 funciones 4 funciones 5
1 Particion Pa’mcol silencioso con Blogueo de reset -
atecla 0
2 Activacion por Pénico audible porla  Bloqueo de control . Falla de supervision
una tecla tecla 2 remoto




Pitido de la sirena Bloqueo del teclado

o Emergencia médica - Corte de linea Informes en tiempo
3 en la activacion/ con contrasefia .
o por la tecla 5 ] telefonica real
desactivacion incorrecta
Activacion con zonas I . -
4 . Incendio por tecla 8 - - - Corte linea telefénica
abiertas
Pedido de
- L Tamper de los
5 Contrasefia de 6 mantenimiento por - - - R
. dispositivos
digitos tecla Enter
6 - - - - - No generar disparos
Indicacion de -
Prueba periodica solo
7 - problema por la - X
. por teléfono
sirena
Cancelacion

Control remoto limpia
disparo

Deshabilita el pitido

automatica por N de tiempo de salida

apertura de zona

4.13. Tiempo de envio de fallas

Falla de AC

Enter + 481 + TM + Enter.

TM = tiempo de envio de falla de 01 a 99 minutos.

4.14. Reset del sistema

Reset de todo el sistema, excepto registro de dispositivos inalambricos
Enter + 0000 + Enter.

4.15. Reset de todo el sistema

Programaciones, mensajes y dispositivos inalambricos
Enter + 9999 + Enter.

4.16. Reset temporal de la contrasefia master y del instalador
Si ha olvidado su contrasefia master o la contrasefia del instalador, hay un restablecimiento temporal para estas contrasefias
siguiendo estos pasos:

1. Con la central encendida, presione la tecla de registro de dispositivos inaldmbricos durante aproximadamente 15 segun-
dos, cuando el LED parpadee nuevamente, la central entrard en modo de reinicio temporal durante 1 minuto. Durante
este tiempo, la contrasefia master serd 1234y la contrasefia del instalador serd 9090.
Durante este tiempo, sera posible ingresar al modo de programacién y cambiar la contrasefia master y/o la contrasefia
del instalador. Si no se hace nada durante este tiempo, las contrasefias volveran a los mismos valores previamente
programados.

Obs.: la funcién de bloqueo de reinicio debe estar deshabilitada.

5.Homologacion

Este producto ha pasado las pruebasy certificaciones requeridas por la agencia reguladora de equipos de telecomunicaciones
de Brasil (Anatel), y tiene su aprobacion y resultados disponibles con la siguiente certificacion.

05326-18-00160

ANATEL

ste equipo opera en caracter secundario, esto es, no tiene derecho a la proteccion contra interferencias perjudiciales,
alin de estaciones del mismo tipo, y no puede causar interferencia a sistemas operando en caracter primario. Este es un
producto aprobado por Anatel, el nimero de aprobacion se puede encontrar en la etiqueta del producto, para consultas
use el enlace https://www.gov.br/anatel/pt-br.
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Poliza de garantia

Producido por:
Intelbras S/A - Industria de Telecomunicacion Electrénica Brasileia
Rodovia BR 459, km 126, n® 1325 — Distrito Industrial — Santa Rita do Sapucai/MG — 37538-400 — CNPJ 82.901.000/0016-03

soporte@intelbras.com | www.intelbras.com.br | www.intelbras.com/es

Industria de Telecomunicacién Electrénica Brasilefia S/A, se compromete a reparar o cambiar las piezas y componentes
defectuosos del producto, incluyendo la mano de obra, o bien, el producto entero por un periodo de 1 afio (3 meses
por norma y 9 meses adicionales otorgados por el fabricante) a partir de la fecha de compra. Para hacer efectiva esta
garantia, solamente deberd presentarse el producto en el Centro de Servicio, acompafiado por: esta péliza debidamente
sellada por el establecimiento en donde fue adquirido, o la factura, o el recibo, o el comprobante de compra, en donde
consten los datos especificos del producto. Para las ciudades en donde no hay un centro de servicio, deberd solicitarse una
recoleccion mediante el servicio de paqueteria asignado por Intelbras, sin ningdn costo adicional para el consumidor. El
aparato defectuoso debe ser revisado en nuestro Centro de Servicio para evaluacion y eventual cambio o reparacion. Para
instrucciones del envio o recoleccion favor comunicarse al Centro de Servicio:
El tiempo de reparacion en ninglin caso sera mayor de 30 dias naturales contados a partir de la fecha de recepcion del
producto en el Centro de Servicio.
ESTA GARANTIA NO ES VALIDA EN LOS SIGUIENTES CASOS:

a. Cuando el producto ha sido utilizado en condiciones distintas a las normales.

b. Cuando el producto no ha sido instalado o utilizado de acuerdo con el Manual de Usuario proporcionado junto con el

mismo.

. Cuando el producto ha sido alterado o reparado por personas no autorizadas por Industria de Telecomunicacion Elec-
trénica Brasilefa.

d. Cuando el producto ha sufrido algiin dafio causado por: accidentes, siniestros, fendmenos naturales (rayos, inundaciones,

derrumbes, etc.), humedad, variaciones de voltaje en la red eléctrica, influencia de naturaleza quimica, electromagnética,

eléctrica o animal (insectos, etc.).

Ia)

e. Cuando el nimero de serie ha sido alterado.

Con cualquier Distribuidor Autorizado, o en el Centro de Servicio podra adquirir las partes, componentes, consumibles y
accesorios.

Datos del producto y distribuidor.

Producto: Colonia:

Marca: CP:

Modelo: Estado:

Numero de serie: Tipo y nimero de comprobante de compra:
Distribuidor: Fecha de compra:

Calle y nimero: Sello:



Término de garantia

Queda expreso que esta garantia contractual es entregada mediante a las siguientes condiciones:

Nombre del cliente:

Firma del cliente:

N° de la nota fiscal:

Fecha de la compra:

Modelo: N° de serie:

Revendedor:

. Todas las partes, piezas y componentes del producto estdn garantizados contra eventuales vicios de fabricacién, que puedan
presentarse, por el plazo de 1 (un) afio - siendo éste de 90 (noventa) dias de garantia legal y 9 (nueve) meses de garantia contrac-
tual, contados a partir de la fecha de la compra del producto por el Sefior Consumidor, conforme consta en la factura de compra
del producto, que es parte integrante de este Término en todo el territorio nacional. Esta garantia contractual comprende el
cambio gratuito de partes, piezas y componentes que presentan vicio de fabricacion, incluyendo los gastos con la mano de obra
utilizada en esta reparacion. En el caso que no sea constatado vicio de fabricacion, y si vicio(s) proveniente(s) de uso inadecuado,
el Sefior Consumidor sera responsable de estos gastos.

2. La instalacion del producto debe ser hecha de acuerdo con el Manual del Producto y/o Guia de Instalacién. En el caso que su
producto necesite la instalacion y configuracion por un técnico capacitado, busque a un profesional idéneo y especializado,
siendo que los costos de estos servicios no estan incluidos en el valor del producto.

3. Constatado el vicio, el Sefior Consumidor deberd inmediatamente comunicarse con el Servicio Autorizado més cercano que
conste en la relacion ofrecida en el sitio www.intelbras.com, pues que exclusivamente estos estan autorizados a examinar y sanar
el defecto durante el plazo de garantia aqui previsto. Si esto no es respetado, esta garantia perderd su validez, ya que estara
caracterizada la violacion del producto.

4. En la eventualidad que el Sefior Consumidor solicite atencion domiciliaria, deberd enviarse al Servicio Autorizado més cercano para
consulta de la tasa de visita técnica. En el caso sea constatada la necesidad de la retirada del producto, los gastos derivados, como las
de transporte y sequridad de ida y vuelta del producto, quedan bajo la responsabilidad del Sefior Consumidor.

. La garantia perdera totalmente su validez en la ocurrencia de cualesquiera de las hipdtesis a continuacion: a) si el vicio no es de
fabricacion, pero si causado por el Sefior Consumidor o por terceros extrafios al fabricante; b) si los dafios al producto son oriundos
de accidentes, siniestros, agentes de la naturaleza (rayos, inundaciones, desprendimientos, etc.), humedad, tension en la red eléctrica
(sobretension provocada por accidentes o fluctuaciones excesivas en la red), instalacion/uso en desacuerdo con el manual del
usuario o derivados del desgaste natural de las partes, piezas y componentes; ¢) si el producto ha sufrido influencia de naturaleza
quimica, electromagnética, eléctrica o animal (insectos, etc.); d) si el nimero de serie del producto ha sido adulterado o rayado; e)
si el aparato ha sido violado.

6. Esta garantia no cubre la pérdida de datos, por lo tanto, se recomienda, si es el caso especificamente del producto, que el Consumi-

dor haga una copia de seguridad regularmente de los datos que constan en el producto.

7. Intelbras no se hace responsable por la instalacion de este producto, y también por eventuales intentos de fraudes y/o sabotajes
en sus productos. Se recomienda que el Sefior Consumidor mantenga las actualizaciones del software y aplicaciones utilizadas en
dia, si es el caso, asi como las protecciones de red necesarias para proteccion contra invasiones (hackers). EI equipamiento esta
garantizado contra vicios dentro de sus condiciones normales de uso, siendo importante que se tenga consciencia de que, por ser un
equipamiento electrénico, no esta libre de fraudes y violaciones que puedan interferir en su correcto funcionamiento.

8. Producto que funciona con pilas. Disponer en sitios autorizados por Intelbras o en puntos de recoleccion especificamente disefiados
para este fin. Puede provocar riesgos para la salud humana y el medio ambiente. Preguntas: www.intelbras.com.br, soporte@intel-
bras.com o (48) 2106-0006 0 0800 7042767.

9. Deseche adecuadamente su producto después de su vida Util: entréguelo en los puntos de recoleccion de productos eléctricos y

electronicos, en un centro de asistencia técnica autorizado Intelbras o consulte nuestro sitio web www.intelbras.com.br y soporte@

intelbras.com o (48) 2106-0006 o 0800 7042767 para més informacion.

w1

Siendo estas las condiciones de este Término de Garantia complementaria, Intelbras S/A se reserva el derecho de alterar
las caracteristicas generales, técnicas y estéticas de sus productos sin previo aviso.

Todas las iméagenes de este manual son ilustrativas.
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hable con nosotros

Atencion al cliente: (O +55 (48) 2106 0006
Soporte via e-mail: soporte@intelbras.com

Producido por:

Intelbras S/A — Industria de Telecomunicacdo Eletronica Brasileira

Rodovia BR 459, km 126, n° 1325 — Distrito Industrial — Santa Rita do Sapucai/MG — 37538-400 01.25
CNPJ 82.901.000/0016-03 — www.intelbras.com.br | www.intelbras.com/es Fabricado en Brasil



